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APPLICATION FOR NCC FUNDING

CONFIDENTIALITY: The Applicant (business, organization, or institution) understands that the information provided may
be accessible under the Access to Information Act. No commercially confidential information which you submit to us will
be disclosed unless otherwise authorized by you; required to be released by law. Please consult the federal
government's Access to Information Act for additional details.

APPLICANT AND CONTACT INFORMATION
It is the responsibility of the applicant to complete all required sections as accurately and as completely as possible. Failure to do so may
preclude the National Cybersecurity Consortium (NCC) from considering the application.
LEGAL NAME OF APPLICANT: OPERATING NAME OF APPLICANT, IF DIFFERENT:

MAILING ADDRESS:

PROVINCE: CITY: POSTAL CODE: ORGANIZATION TELEPHONE:
Alberta
E-MAIL: WEBSITE:
AUTHORIZED CONTACT
LAST NAME: FIRST NAME:
TITLE: ORGANIZATION TELEPHONE: EXTENSION:
EMAIL: IS THIS PERSON AN AUTHORIZED  YES(®)
SIGNING OFFICER OF THE
APPLICANT? \J@)
OFFICIAL LANGUAGE PREFERRED FOR CORRESPONDENCE: ENGUSHO FRENCH@
AUTHORIZED CONTACT
TYPE OF LEGAL ENTITY:
corroraTIONO REGISTERED NON-PROFIT/ CHARITYQO INDIGENOUS ORGANIZATION OR CORPORATIONO)
soLE PROPRIETORSHIPO pARTNERSHIPO MUNICIPALITY OR OTHER GOVERNMENT ENTITYO

OTHER (SPECIFY):
PROVIDE A BRIEF DESCRIPTION OF YOUR ORGANIZATION OR BUSINESS AND ITS MANDATE:

WHAT IS YOUR 15-DIGIT CANADA REVENUE AGENCY (CRA) BUSINESS
DATE OF INCORPORATION OR REGISTRATION: NUMBER? (FOR EXAMPLE, 123456789 RR 0001):

PROVIDE THE NAME AND CONTACT INFORMATION OF THE BANK/FINANCIAL INSTITUTION NCC MAY CONTACT TO INQUIRE ABOUT THE
APPLICANT:

INSTITUTION: CITY/ TOWN: CONTACT PERSON: BUSINESS TELEPHONE NUMBER:
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A. PROJECT INFORMATION

PROJECT NAME:

PROJECT LOCATION (STREET, UNIT NUMBER, ETC.):

PROVINCE: CITY: POSTAL CODE:
Alberta

APPLICANT FISCAL YEAR START:

ESTIMATED PROJECT START

DATE: ESTIMATED COMPLETION DATE: ESTIMATED PROJECT COSTS:

AMOUNT REQUESTED
FROM NCC:

HAS THE APPLICANT RECEIVED ASSISTANCE FROM NCC PREVIOUSLY?
e NOO)
HAS THE APPLICANT MADE ANY FINANCIAL OR LEGAL COMMITMENTS FOR THE PROJECT?

YesO) NO

IF YES, PROVIDE DETAILS:

B. PROJECT SUMMARY

PROVIDE A NON-TECHNICAL DESCRIPTION OF THE PROPOSED PRODUCT/ PROCESS/ SERVICE, THE ISSUES IT WILL ADDRESS, AND ITS

SIGNIFICANCE FOR POTENTIAL CLIENTS OR CUSTOMERS:

DESCRIBE WHY THE PROJECT IS IMPORTANT AND WHAT IMPACT YOUR RESULTS WILL HAVE (INCLUDING THE CURRENT ECO-SYSTEM GAP THE

PROJECT WILL ADDRESS):

Please reference any economic, innovation, and social benefits that will derive from the proposed project.

Revised: March 2023 -2
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C. PROJECT MANAGEMENT TEAM

Identify key project management members. Provide a summary of their roles and responsibilities and their experience in managing projects
such as the one proposed. For each key member identified, please provide a résumé (2 pages maximum) and a 80-to-100-word biography
that includes their specific expertise and experience for the work involved.

LAST NAME: FIRST NAME:
TITLE: EMAIL:
BRIEF BIOGRAPHY:

LAST NAME: FIRST NAME:
TITLE: EMAIL:
BRIEF BIOGRAPHY:

LAST NAME: FIRST NAME:
TITLE: EMAIL:
BRIEF BIOGRAPHY:

LAST NAME: FIRST NAME:
TITLE: EMAIL:

BRIEF BIOGRAPHY:

Revised
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D. R&D AND/OR DEVELOPMENT TEAM

Identify key members of the project team and provide a summary of their roles and responsibilities. For each key member identified,
please provide a résumé (2 pages maximum) and a 80-to-100-word biography that describes their specific expertise and experience for the

work involved.

LAST NAME: FIRST NAME:
TITLE: EMAIL:
BRIEF BIOGRAPHY:

LAST NAME: FIRST NAME:
TITLE: EMAIL:
BRIEF BIOGRAPHY:

LAST NAME: FIRST NAME:
TITLE: EMAIL:
BRIEF BIOGRAPHY:

LAST NAME: FIRST NAME:
TITLE: EMAIL:

BRIEF BIOGRAPHY:

Revised
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DESCRIBE ANY TECHNOLOGICAL ADVANCEMENT THAT WILL BE GENERATED FOR THE CYBERSECURITY ECOSYSTEM ACROSS CANADA:

E. SUMMARY OF EQUIPMENT AND/OR RELATED UPGRADES REQUIRED

OUTLINE ANY INCREMENTAL EQUIPMENT AND/OR UPGRADES REQUIRED TO FULFILL THE PROJECT.

F. ORGANIZATION’S CURRENT CYBERSECURITY STRUCTURE

Please complete and submit TEMPLATE I: CYBERSECURITY POSTURE CHECKLIST and the TEMPLATE J: NATIONAL SECURITY GUIDELINE FOR
RESEARCH PARTNERSHIPS RISK ASSESSMENT form.

DESCRIBE THE ORGANIZATION’S CURRENT CYBERSECURITY POSTURE AND STEPS IN PLACE TO PROTECT KEY ASSETS. HOW WILL YOUR TEAM
IMPLEMENT THE BASELINE CYBERSECURITY CONTROLS, IF NOT ALREADY IMPLEMENTED.

Revised: March 2023 -5


https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-I-Cybersecurity-Posture-Checklist.pdf
https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-J-1-National-Security-Guidelines-for-Research-Partnerships-Risk-Assessment-Form-.pdf
https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-J-1-National-Security-Guidelines-for-Research-Partnerships-Risk-Assessment-Form-.pdf
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G. KEY COLLABORATORS

Identify the key collaborators, alliances or other linkages that are relevant to the project. Describe their roles and responsibilities and clearly

identify the importance of their contributions to the project.

HOW WILL THE PROJECT SUPPORT COLLABORATION AMONG ORGANIZATIONS ACROSS CANADA AND BRING TOGETHER STAKEHOLDERS FROM

DIFFERENT REGIONS?

ORGANIZATION OR COMPANY NAME:

MAILING ADDRESS:

PROVINCE: CITY: POSTAL CODE: ORGANIZATION TELEPHONE:
Alberta

E-MAIL: WEBSITE:

CONTACT LAST NAME: FIRST NAME:

TITLE: ORGANIZATION TELEPHONE: EMAIL:

ROLES AND RESPONSIBILITIES:

ORGANIZATION OR COMPANY NAME:

MAILING ADDRESS:

PROVINCE: CITY: POSTAL CODE: ORGANIZATION TELEPHONE:
Alberta

E-MAIL: WEBSITE:

CONTACT LAST NAME: FIRST NAME:

TITLE: ORGANIZATION TELEPHONE: EMAIL:

ROLES AND RESPONSIBILITIES:

Revised: March 2023 -6



NATIONAL
CYBERSECURITY
CONSORTIUM

CONSORTIUM
NATIONAL POUR
LA CYBERSECURITE

APPLICATION FOR NCC FUNDING

G. KEY COLLABORATORS CONT.

ORGANIZATION OR COMPANY NAME:

MAILING ADDRESS:

PROVINCE: CITY: POSTAL CODE: ORGANIZATION TELEPHONE:
Alberta

E-MAIL: WEBSITE:

CONTACT LAST NAME: FIRST NAME:

TITLE: ORGANIZATION TELEPHONE: EMAIL:

ROLES AND RESPONSIBILITIES:

H. SUMMARY OF WORK COMPLETED TO DATE

IF APPROPRIATE, PROVIDE A SUMMARY OF WORK ALREADY COMPLETED LEADING UP TO THIS PROPOSAL, INCLUDING ANY TECHNICAL
EVIDENCE (E.G., PROOF- OF-CONCEPT, SUPPORTIVE DATA, REFERENCES, LITERATURE REVIEW) THAT SUPPORTS THE TECHNICAL FEASIBILITY
OF THE PROPOSED PROJECT. DESCRIBE THE CURRENT STAGE OF DEVELOPMENT OF THE PROPOSED PROJECT, IF ANY.

Revised: March 2023 -7
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I. MAJOR PROJECT MILESTONES

Major project milestones are defined as the achievement or specific activities necessary for the completion of the project (i.e., critical path to
project success) and may span several of the project’s activities. These milestones can be related to any aspect of the project (e.g., technical,
financial, management, commercialization of the resulting product/ process/service). Using TEMPLATE E: MAJOR PROJECT MILESTONES,
identify and briefly describe the project’s major milestones, indicators of success and the targeted completion dates.

J. ACTIVITIES TO BE CONDUCTED

Provide an overview of activities to be conducted and for each activity specify the activity number; activity name; description/objective;
expected outcome; activity lead; risk & mitigation; start date; end date and associated milestone matched to the Major project milestone
template. Applicants are invited to submit their OWN GANTT chart to supplement the information to be completed for sections | and J — that
further outlines the project tasks, roles & responsibilities, timelines etc. Using TEMPLATE F: ACTIVITIES TO BE CONDUCTED, identify activities
to be conducted using the criteria outlined.

K. INTELLECTUAL PROPERTY

DESCRIBE ALL INTELLECTUAL PROPERTY ARRANGEMENTS (E.G., COPYRIGHTS, TRADEMARKS, PATENTS, INDUSTRIAL DESIGN RIGHTS, TRADE
SECRETS) REQUIRED TO EXPLOIT THE TECHNOLOGY INVOLVED IN THE PROJECT. DESCRIBE THE PLAN FOR MANAGING INTELLECTUAL PROPERTY
OWNERSHIP ISSUES AND THEIR ASSOCIATED COSTS. DESCRIBE THE MEASURES TO BE TAKEN TO ENSURE THAT THE RESULTING TECHNOLOGIES
PROVIDE CONTINUING BENEFITS FOR CANADA. IT IS CRITICAL THAT THE IP REQUIREMENTS OF THE APPLICATION ARE UNDERSTOOD AND
AGREED TO AT THE TIME OF APPLICATION BY ALL PARTICIPANTS.

Revised: March 2023 -8


https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-E-Major-Project-Milestones.pdf
https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-F-Activities-to-be-Conducted.pdf
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L. PROJECT COSTS

Provide details on the proposed project costs, wages and salaries and project financing by completing TEMPLATE A: PROJECT
COSTS, TEMPLATE B: PERSONNEL COSTS and TEMPLATE C: PROJECT FINANCING. The ultimate recipient must demonstrate that it
has the financial capacity to CONDUCT the project in full. The ultimate recipient must identify all cash contributions related to the
application and will be required to provide documentation of its use as specified in the tables. Any in-kind or non-cash costs
should be documented on TEMPLATE D: IN-KIND/ NON-CASH COSTS and must be consistent with the CSIN definitions for such
costs and documentation of its use will be required as a part of the project reporting processes post-award.

In-Kind: Under the Cyber Security Innovation Network program, in-kind contributions are defined as cash-equivalent goods or
services that replace an incremental expense that would have to be paid with the ISED contribution if not provided by other
partners. In-kind contributions must be provided at fair market value and be relevant and central to the activities and objectives
of the contribution agreement and must be eligible costs as per the Cyber Security Innovation Network cost principles.

M. COMMERCIALIZATION STRATEGY

Note: This section is for Commercialization Projects and is optional for R&D and Training projects.

A key component of any proposal is a detailed and practical commercialization strategy, a well-defined plan for how the resulting product,
process or service will be introduced to the marketplace and how revenue will be generated. Therefore, applicants are expected to elaborate on
how the commercial outcome of the project will be promoted, distributed, and sold, particularly in Canada. Describe the project’s
commercialization strategy using TEMPLATE H: COMMERCIALIZATION STRATEGY. This template is to be used to identify these key
components. Applicant may also upload financial projects document as required.

N. KEY PERFORMANCE INDICATORS

The project undertaken should have identified positive outcomes that are clear and measurable. The application should reference the outcomes
depending upon the type of project, how they will be tracked, and the numbers expected. TEMPLATE G: KEY PERFORMANCE INDICATORS is to
be used to identify the KPIs.

O. OTHER KEY CONSIDERATIONS

The vision of the NCC is that the work conducted by the organization continues beyond the original four-year mandate and the cybersecurity
projects support inclusivity across all regions of the country.

HOW DOES THE PROJECT CONTRIBUTE TO THE PRINCIPLES OF EQUITY, DIVERSITY, AND INCLUSION?

Revised: March 2023 -9


https://ncc-cnc.ca/template-a-project-costs-en/
https://ncc-cnc.ca/template-a-project-costs-en/
https://ncc-cnc.ca/template-b-personnel-costs/
https://ncc-cnc.ca/template-c-project-financing/
https://ncc-cnc.ca/template-d-estimate-of-non-cash-costs-in-kind/
https://ncc-cnc.ca/template-h-commercialization-strategy/
https://ncc-cnc.ca/template-g-key-performance-indicators/

NATIONAL
CYBERSECURITY
CONSORTIUM

CONSORTIUM
NATIONAL POUR
LA CYBERSECURITE

APPLICATION FOR NCC FUNDING

WHAT WAY DOES THE PROJECT SUPPORT THE OVERALL SUSTAINABILITY OF THE NCC NETWORK AND GROWTH OF CYBERSECURITY IN
CANADA BEYOND THE INITIAL USE OF THE REQUESTED FUNDING?

REQUIRED INFORMATION AND DOCUMENTS (Please check the ones that are attached to this application.)

COMMERCIAL APPLICANTS

INCORPORATION DOCUMENTS AND INFORMATION ON OWNERSHIP (NAMES AND PERCENTAGE OF

OWNERSHIP)

FINANCIAL STATEMENTS (CURRENT AND LAST TWO YEARS)

RESEARCH AND DEVELOPMENT (R&D) PROJECT PLAN, BUSINESS PLAN AND/OR MARKETING PLAN
SUPPLIER QUOTES

COPIES OF RELEVANT PERMITS AND LICENCES

OTHER RELEVANT DOCUMENTS (SPECIFY):

YES

00000 O
00000 O E

CHARITABLE, NOT-FOR-PROFIT, AND OTHER APPLICANTS

CONSTITUTING / INCORPORATING DOCUMENTS AND LIST OF DIRECTORS/MEMBERS OF THE BOARD
FINANCIAL STATEMENTS (CURRENT AND LAST FISCAL YEAR FINANCIAL REVIEWS AND/ OR AUDITS)
DESCRIPTION AND MANDATE OF THE APPLICANT, INCLUDING THE MANAGEMENT AND QUALIFICATIONS
OF KEY PERSONNEL

HST REBATE INFORMATION (I.E., REBATE RATE)

SUPPLIER QUOTES

COPIES OF RELEVANT PERMITS AND LICENCES

OTHER RELEVANT DOCUMENTS (SPECIFY):

<
m
(%]

0000 O 00|
0000 O OO0OE
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DISCLOSURES

LITIGATION

IS THE APPLICANT INVOLVED IN ANY LITIGATION, LEGAL ACTION, SUIT, OR CLAIM PENDING, UNDER
WAY OR LOOMING, OR ARE THERE ANY PROCEEDINGS BEFORE ANY COURT, TRIBUNAL, GOVERNMENT
BOARD OR AGENCY?

ARE THERE ANY JUDGMENTS OUTSTANDING AGAINST THE APPLICANT?

MATERIAL CONTRACTS

IS THE APPLICANT IN DEFAULT UNDER ANY SIGNIFICANT CONTRACT OR ANY FINANCING
ARRANGEMENT?

TAXES

IS THE APPLICANT IN ARREARS IN THE PAYMENT OF ANY INCOME, BUSINESS OR PROPERTY TAXES,
SALES TAXES, PAYROLL DEDUCTIONS, ETCETERA?

CYBERSECURITY INCIDENTS

HAS THE APPLICANT HAD PREVIOUS SIGNIFICANT CYBERSECURITY BREACHES?

HAS THE APPLICANT BEEN INVOLVED WITH (OWNERSHIP/ PARTNERSHIP) ANY CANADIAN
GOVERNMENT SANCTIONED ENTITIES?

OTHER GOVERNMENT FUNDING

YES  N/A
O O
O O
O O
o O
O O
O O

HAS THE APPLICANT RECEIVED, OR SOUGHT, ANY OTHER GOVERNMENT FUNDING FOR THIS PROJECT?O @)

IF YOU ANSWERED “YES” TO ANY QUESTION, PLEASE PROVIDE DETAILS:

Revised: March 2023 - 11
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IMPORTANT NOTICE: The NCC may require further information about the applicant to fulfill requirements. The NCC

may also need to obtain consent to collect personal information from officials associated with the applicant. Failure
to provide these, if requested, may preclude the NCC from finalizing the assessment of the application.

CONSENT AND CERTIFICATION

1.

10.

There is no obligation to provide the requested information but failure to do so may prevent NCC from
considering the application.

The names of successful applicants, the amount of funding approved, and a description of the project are
included in public records and disclosed on the NCC’s website in accordance with the government’s proactive
disclosure practices.

The NCC may contact any person listed in this application to inquire about the applicant.

| certify that the information provided is, to the best of my knowledge and ability, complete, true and correct,
and that this will apply to all information provided in the future in connection with the assessment of the
project. Furthermore, | will promptly notify NCC if any of the information changes.

| certify that financial assistance from NCC is a significant factor in the decision to proceed with this project.

| authorize NCC to make any inquiries required, including obtaining corporate and business information about
the applicant, to assess this application.

| authorize NCC to make these inquiries of persons, firms, corporations, federal and provincial government
departments, agencies, authorities, institutions and non-profit economic development organizations, and
consent to the collection of information.

| consent to the sharing of the information collected with other federal and provincial departments and agencies
for the administration of the grants and contributions programs.

| consent to the use of the information for policy analysis, research and/or evaluation of NCC programs.

| have the authority to submit this application on behalf of the applicants and evidence of this authority will be
provided on request.

| have read and understood the above Consent and Certification. | voluntarily consent to the collection, use and
disclosure of information as described, make the certification as stated and authorize the actions indicated.
(Please keep a signed copy of this form for your records.)

SIGNATURE OF AUTHORIZED OFFICIAL: SIGNED AT (LOCATION):
PRINT NAME AND TITLE OF AUTHORIZED OFFICIAL: DATE
January
ON THIS DAY OF , 20

Revised: March 2023 - 12
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APPLICATION ATTACHMENTS

<
m
(7]

Template A: Project Costs

Template B: Wages and Salaries

Template C: Project Financing

Template D: Non-cash Costs

Template E: Major Project Milestones

Template F: Activities to be Conducted

+ Gantt Chart

Template G: Key Performance Indicators

Template H: Commercialization Strategy (Optional)
Template |: Cybersecurity Posture Checklist

10. Template J: National Security Guidelines for Research Partnerships Risk Assessment Form

oOuU A WN e

o o N

0000000000 0|
0000000000 0E

SCHEDULES AND GUIDELINES

Project Selection Plan

Project Costing Memorandum

Cybersecurity Guide for Ultimate Recipients
Data Management Guidance

NCC/CSIN Project Selection Strategy 2022-2023
Lead Recipient In-Kind Contribution Guidance
NCC Equity, Diversity & Inclusion Policy

NCC Official Languages Policy

. NCC Project Appeals Process

10. Access to Information Act

©oONOUAWNE
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https://ncc-cnc.ca/template-a-project-costs-en/
https://ncc-cnc.ca/template-b-personnel-costs/
https://ncc-cnc.ca/template-c-project-financing/
https://ncc-cnc.ca/template-d-estimate-of-non-cash-costs-in-kind/
https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-E-Major-Project-Milestones.pdf
https://ncc-cnc.ca/template-f-activities-to-be-conducted/
https://ncc-cnc.ca/template-g-key-performance-indicators/
https://ncc-cnc.ca/template-h-commercialization-strategy/
https://ncc-cnc.ca/wp-content/uploads/2023/04/Template-I-Cybersecurity-Posture-Checklist.pdf
https://ncc-cnc.ca/template-j-1-national-security-guidelines-for-research-partnerships-risk-assessment-form/
https://ncc-cnc.ca/schedule-1-project-selection-plan/
https://ncc-cnc.ca/schedule-2-project-costing-memorandum/
https://ncc-cnc.ca/schedule-3-cybersecurity-guide-for-ultimate-recipients/
https://ncc-cnc.ca/schedule-4-data-management-guidance/
https://ncc-cnc.ca/schedule-5-ncc-csin-project-selection-strategy-2022-2023-2/
https://ncc-cnc.ca/schedule-6-lead-recipient-in-kind-contributions-guidance-1/
https://ncc-cnc.ca/schedule-7-equity-diversity-inclusion-policy/
https://ncc-cnc.ca/schedule-8-official-languages-policy/
https://ncc-cnc.ca/schedule-9-ncc-project-appeals-process/
https://laws-lois.justice.gc.ca/eng/acts/A-1/FullText.html
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